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CHACHA CHAUDHARY
CYBER DHAMAKA




PROTECT YOUR BANKING DETAILS
PROTECT YOUR PERSONAL DETAILS
PROTECT YOUR CREDIT CARD DETAILS
DON'T GET TRAPPED BY FAKE
CUSTOMER CARE NUMBERS

NEVER LET YOUR BANK ACCOUNT

BE MISUSED

DON'T BE AFRAID OF FAKE POLICE &
DIGITAL ARREST

DON'T FALL FOR MONEY DOUBLING
SCHEMES

BEWARE OF FAKE BANKING APPS

CHACHA CHAUDHARY 1S RELAXING |
AT HOME, READING A BOOK. HIS j
PHONE RINGS.
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E/I CALLING FROM YOUR BANK.

WE NEED TO VERIFY YOUR
ACCOUNT DETAILS.




CHACHA JI, 1JUST GOT
A CALL FROM THE BANK.
> SHOULD | GIVE THEM MY
=\ BANKDETAILS ?

NEVER | DON'T SHARE W
YOUR DETAILS WITH

ANYONE, EVEN IF THEY
CLAIM TO BE FROM

THE BANK.




PROTECT YOUR BANKING DETAILS

DON'T SHARE YOUR BANKING
FASSBOOK, CHEQUE BOOK,
OR ANY ACCOUNT-RELATED

DOCUMENT AND ALSO ONLINE
BANKING CREDENTIALS. IT'S

NEVER SAFE.

ONLINE BANKING
PASSWORD




DHAMAKA SINGH, 1S TRYING
TO MANIPULATE AN INNOCENT!
BYSTANDER.

I'M FROM THE
GOVERNMENT.

AND OTP TO COMPLETE YOUR
VERIFICATION. HURRY!
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NEVER SHARE YOUR OTF, PIN, PROTECT YOUR
AADHAR NUMBER, OR PAN
NUMBER WITH ANYONE! PERSONAL DETANLS
THOSE ARE PERSONAL
DETAILS, SABU.

( 3 e

Name XXXX
DOB: XX-XX-XXXX o
/&v / Gender: MALE

0000 1111 2222
FHTUTT - 3R A & HAER

SOUNDS DANGEROUS,
CHACHA JL. I WILL NEVER
\_  SHARE THEM!
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THIS STOLEN CARD
WILL GET ME ANY
THING | WANT. NO
ONE WILL KNOW!

| S——

NEVER SHARE YOUR CREDIT CARD
NUMBER, DEBIT CARD DETAILS,
OR CVV OVER THE PHONE WITH

ANYONE. THESE CAN BE USED FOR

UNAUTHORISED TRANSACTIONS!

CHACHA JITTLL
BE EXTRA
CAREFUL.




DON'T GET TRAPPED BY FAKE
CUSTOMER CARE NUMBERS

I'VE PLACED A FAKE
BANK HELFLINE NUMBER
ON GOOGLE. PEOFLE
SEARCHING FOR BANK
CUSTOMER CARE
SHALL CALL ME.

CUSTOMER CARE NO
XXXXX XXX 7777




DON'T TRUST GOOGLE SEARCH FOR
BANK'S CUSTOMER CARE NUMBERS.
ALWAYS GET CONTACT DETAILS
FROM OFFICIAL WEBSITES ONLY.

OFFICIAL WEBSITES ONLY, |
CHACHA JI ILL MAKE SURE

TO CHECK THE SOURCE.




GIVE ME YOUR :

BANK ACCOUNT
DETAILS, AND
I'LL PAY YOU A
COMMISSION
FORUSING IT.
EASY MONEY!

TSA |
SERIOUS

NEVER RENT OUT
YOUR BANK ACCOUNT
OR SHARE IT FOR
COMMISSIONS, SABU.
THAT'S ILLEGAL AND
CAN GETYOU INTO
TROUBLE. IT'S
PUNISHABLE UNDER
SECTION 111 OF
BNSS 2023 FOR
ORGANISED CRIME.
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DON'T BE AFRAID OF FAKE POLICE
& DIGITAL ARREST

YOU'RE INVOLVED IN A
DRUG PACKAGE CASE!
TRANSFER MONEY TO
THIS ACCOUNT, OR
YOU'LL BE ARRESTED
IMMEDIATELY!

A

/NEVER TRANSFER
MONEY TO UNKNOWN
ACCOUNTS, EVEN IF
SOMEONE CLAIMS TO
BE A POLICE OFFICER
OR GOVERNMENT
OFFICIAL. IT'S A TRICK

| TOSTEAL YOUR

MONEY!"

OH I DIGITAL ARREST 2




DON'T FALL FOR MONEY DOUBLING SCHEMES./
INVEST IN MY SCHEME! HUGE RETURNS L[( S

GUARANTEED! JOIN NOW ! &
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DON'TINVEST IN SCHEMES YOU FIND ON
FACEBOOK, INSTAGRAM ADS OR WHATSAFF OR
TELEGRAM GROUFS. INITIALLY THEY GIVE YOU
SOME RETURN. BUT WHEN YOU INVEST MORE

THEY'LL BLOCKIT.
N g
N \
/
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[ ¥ *
=i @3 _‘{ INVEST ONLY THROUGH WHITE LISTED

APPS PUBLISHED ON THE WEBSITE OF
STOCK EXCHANGE.
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BEWARE OF FAKE BANKING APPS

DOWNLOAD BANKING AFPFPS
ONLY FROM OFFICIAL WEBSITES
& PLAYSTORE. ALWAYS
REMEMBER FAKE APPS TAKE
ALLYOUR SMS AND OTFPS.

THANKS, CHACHAI M NOW
1| SMARTER AND SAFER !




IF YOU FACE CYBER FRAUD, \
IMMEDIATELY CALL 1930
AND REFPORT TO
www.cybercrime.gov.in

FOLLOW SOCIAL MEDIA
HANDLE CYBERDOST.  /

£

| OF SUSPICIOUS CALLS, MESSAGES, AND
| ONLINE ADS. CYBERCRIMINALS LIKE

] DHAMAKA SINGH CAN ONLY SUCCEED IF YOU [
£ LET YOUR GUARD DOWN! :

PROTECT YOUR PERSONAL INFORMATION,
VERIFY SOURCES, AND ALWAYS BE CAUTIOUSE. ..




[F YOU WANT TO BE
AS SMART AS CHACHA UL,
FOLLOW CYBER DOST
SOCIAL MEDIA HANDLE
TODAY ITSELF

‘ CHACHA JI'S BRAIN WORKS
FASTER THAN A COMPUTER.
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